Harcama Birimi Risk Yonetim Siireci

Sira No

Faaliyetler

Birim Risk Kontrol Eylem Planmin Hazirlanmasi,
Uygulanmasi ve Izlenmesine Iliskin Usul ve Esaslar

Birim risk
koordinatori

Harcama yetkilisi tarafindan i¢ kontrol ve risk koordinatorii
olarak gorevlendirilen bir yardimcisini, yardimeisi yoksa
hiyerarsik olarak kendisine en yakin kademedeki bir gorevli
gorevlendirilir.

Calisma grubu

Calisma grubu katilmcilar1  harcama yetkilisi ile
koordinator  tarafindan  belirlenir.  Calisma  grubu
katilimcilar1 harcama yetkilisi ile koordinatér disinda en
fazla 5 kisiden olusur.

Oncelikli Risk
Alanlar

Birimlerde yiiriitiilen;

a)Egitim ve dgretim,

b)Arastirma ve gelistirme,

¢)Toplumsal katki,

¢) Yonetim ve destek,

Siirecleri oncelikli riskli alanlar olarak belirlenmistir.
(Bakimz Universitemiz 2025-2029 Stratejik Plani)

Risk Evreni

Risk evreni dis risk, i¢ risk ve dogal risk olarak belirlendi.
Alt kategoriler ise;

a) Siire¢ analizleri,
b) Onceki yil raporlari,
¢) Ic ve dis denetim bulgular,
d) Calisan goriisleri ve anketler,
e) Mevzuat degisiklikleri ve dis cevre analizleri,
f) Stratejik riskler,
g) Operasyonel riskler,
h) Mali riskler,
i) Mevzuat riskleri,
j) Bilgi giivenligi riskleri,
Gibi kategorilere ayrilir.

Risklerin tespit
edilmesi agamasi

Daha onceden yiiriitiillen risk calismalarinda birimde
tespit edilen risklerin;

* Risk tanimlar1 kok neden ve etkiyi igerecek sekilde degil
ise risk tanimlar1 gilincellenerek,

* Bu risklerin, risk alanlar1 belirlenerek (risk egitim 6gretim,
arastirma ve gelistirme, toplumsal katki, yonetim ve destek),
* Mali is siiregleri riskleri olarak tespit edilmis olanlar
finansal risk olarak,

» Idari is siiregleri riskleri ise ilgisine gore stratejik risk,
operasyonel risk, finansal risk, uyum riski, mevzuat riskleri,
Bilgi giivenligi riskleri  kategorilerinden  biri ile
iligkilendirilerek, yeniden tanimlanacaktir.

Ana Kok Neden: Riskin ortaya ¢ikmasina yol agan temel
ve sistemik sebeptir. Genellikle organizasyonel, siire¢sel
veya cevresel olur.




Risklerin
tanimlanmasi (ana
kok neden alt kok
neden ve etki)

e Yetersiz planlama
Deneyimsiz personel
Eksik kaynak

Zayif i¢ kontrol

D1s ¢evresel faktorler

Alt Kok Neden: Alt kok nedenin somut ve dl¢iilebilir alt
sebepleridir. Genellikle “neden?” sorusu tekrar sorularak
bulunur.

e Egitim verilmemesi
Dokiimantasyon eksikligi
Personel sirkiilasyonu
Zaman baskis1

Yanlis gorev dagilimi

Risk (Olay): Alt kok neden gerceklestiginde olmasi
muhtemel istenmeyen olaydir.

Projenin gecikmesi
Hatal1 liretim

Veri kaybi

Miisteri sikayeti
Yasal uyumsuzluk

Etki: Risk gergeklesirse organizasyon iizerinde olusacak
sonuctur.

Finansal kayip

Itibar zedelenmesi

Yasal ceza

Operasyonel aksama
Miisteri memnuniyetsizligi

Ana kok ve alt kok nedenleri belirlenir. Daha sonra ana kok
neden ve etkiyi icerecek sekilde risk tanimlar1 yapilir.

Risk puani hesabi

Tespit edilen riske yonelik herhangi bir ilave risk yonetimi
faaliyeti uygulanmadan 6nceki durum dikkate alinarak; her
bir riskin olma olasilig1 ve etkileri 1 ila 5 arasinda puanlanir.
Ortalama dogal risk puani, ortalama etki ve ortalama olasilik
puanlarimin  ¢arpimi  ile  hesaplanir.  (Dogal Risk
Puani=Ortalama Etki Puani x Ortalama Olasilik Puani)

Mevcut risk
yoOnetimi
faaliyetleri

Mevcut risk yonetimi faaliyetlerinin yeterli olup olmadigi;
yeterli, kismen yeterli, zayif, yeterli degil seklinde
degerlendirilir. Degerlendirme sonucuna gore yeterlilik
katsayist hesaplanir.

Artik risk: Alman kontroller uygulandiktan sonra geriye
kalan risk anlamina gelir.




9 Artik risk seviyesi
puant En yaygin yontem (Olasilik x Etki)
Adimlar:
1. Riskin olasithgim (O) belirle
> Orn: 1 = Cok diisiik, 5 = Cok yiiksek
2. Riskin etkisini (E) belirle
> Om: 1 = Onemsiz, 5 = Cok ciddi
3. Kontroller uygulandiktan sonra bu degerleri
yeniden degerlendir
Formiil:
Artik Risk Puani = Olasilik x Etki (kontroller sonrasi)
Ornek:
o Kontroller sonrasi olasilik: 2
o Kontroller sonrasi etki: 3
Artik risk puamm=2x3=6
Artik risk puaninin hesaplanmas1 asamasindan sonra;
birimde s6z konusu risklere yonelik yiiriitiillen mevcut risk
yonetimi  faaliyetlerinin  yeterliligi  degerlendirilerek,
onceliklendirmede esas alinacak artik risk seviyesine
ulagilir. Hesaplanan artik risk seviyesi puanma gore artik
risk seviyeleri; ¢cok yiiksek, yiiksek, orta, diisiik, cok diisiik
seklinde siiflandirilir.
10 Risklerin Hesaplanan artik risk seviyesi puanina gore; ¢ok yiiksek,
onceliklendirilmesi | yiiksek, orta, diisiikk, cok diisiik olarak 5 seviyede

siniflandirilir. Artik riskler, yiiksek puandan diisiik puana
dogru siralanir. En yiiksek puanli risklerin dncelikli olup
olmadig1 degerlendirilir.

Artik risk seviyelerine gore alinacak kararlar;

1. Riski Kabul Etme

o Risk diisiikse ya da maliyeti yonetilebilir ise,

o Ek 6nlem almadan riski oldugu gibi kabullenme.

 Ornek: Kiigiik biitgeli bir projede smirli gecikme
riskini kabul etmek.
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Riske Yonelik
Almacak Kararlar

2. Riski Azaltma (Onlem Alma)

o Riskin olasiligin1 veya etkisini diistirmeye yonelik
adimlar atma.

e Ornek: Yedek plan hazirlamak, egitim vermek, ek
kontrol mekanizmalar1 kurmak.

3. Riski Firsata Cevirme

e Dogru yonetildiginde avantaj saglayabilecek
riskleri bilingli sekilde listlenme.

e Omnek: Yeni bir teknolojiye erken yatirim yaparak
rekabet avantaji elde etmek.

4. Riski Devretmek / Transfer Etme

» Riski baska bir tarafa devretme.
e Ornek: Sigorta yaptirmak,

5. Riskten Kacinma

o Risk cok yiiksekse ilgili faaliyetten tamamen
vazgegme.
o Ornek: Giivenlik riski yiiksek bir ise girmemek.

Riske Yonelik Karar Alirken Dikkate Alinan
Faktorler

o Riskin olasilig1 ve etkisi
e Kurumun risk istahi

e Maliyet—fayda analizi

e Yasal ve etik smirlar

e Zaman ve kaynaklar

Benzer sekilde riski kabul etmek, riski azaltmak, riski
devretmek, riski firsata ¢cevirmek ve riskten kaginmak
olmak {izere 5 sinifta belirlenir.

Alinan karar riskin azaltilmasi yoniinde;
1. Riskin Detaylandirilmasi
o Riskin tanimi1 netlestirilir
e Olasilik ve etki yeniden degerlendirilir

o Etkilenen siirecler, hedefler ve paydaslar belirlenir

2. Risk Azaltic1 Kontrollerin Belirlenmesi
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Riskin azaltilmasi
yoniinde karar
alinmasi
durumunda ne
yapilacak

Riski tamamen ortadan kaldirmadan olabilirligini veya
etkisini diistirmeye yonelik onlemler secilir:

o Politika ve prosediirlerin giincellenmesi

e I¢ kontrol mekanizmalariin gii¢lendirilmesi
e Yetki—onay—gorev ayrilig1 diizenlemeleri

e Otomasyon ve teknoloji ¢oziimleri

e Personel egitimi ve farkindalik ¢alismalar1

e Tedarikgi / liglincii taraf kontrolleri

3. Aksiyon Plam1 Olusturulmasi
Her risk i¢in yazili bir plan hazirlanir:

e Alinacak 6nlemler
e Sorumlu risk sahibi
e Uygulama takvimi
o Gerekli kaynaklar

o Basar gostergeleri

4. Uygulama

e Aksiyonlar ilgili birimler tarafindan hayata gegcirilir
o Siirec ve kontrol degisiklikleri duyurulur

5. Artik Riskin Degerlendirilmesi

« Onlemler sonrasi kalan risk (artik risk) dl¢iiliir
e Kurumun risk istahi ile uyumlu olup olmadig:
kontrol edilir

6. izleme ve Raporlama

o Risk gostergeleri diizenli izlenir

e Yonetim ve risk komitesine periyodik raporlama
yapilir

e Sapmalar i¢in diizeltici aksiyonlar alinir

7. Siirekli Tyilestirme
e Ic denetim, dis denetim ve olaylardan 6grenilen
dersler sisteme entegre edilir

e Risk ve kontroller periyodik olarak goézden gegcirilir

Risk azaltma karar1 = kontrol ekle, siireci gii¢lendir, izle ve
raporla




Bu dogrultuda belirlenen ilave risk yonetim faaliyetinin;
sorumlulari, baglangi¢ tarihi, tamamlanma tarihi belirlenir.
Risk kayit formuna kaydedilir.
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Stirekli izleme-
Giinliik
faaliyetlerde yeni
olusan riskler

Siirekli izleme, giinliik faaliyetler sirasinda ortaya
cikabilecek yeni risklerin zamaninda fark edilmesi ve
kontrol altina alinmasim1 amaglayan bir yaklasimdir.
Calisma ortamlar1 dinamik oldugu i¢in riskler her zaman
degisebilir.

1. Siirekli izlemenin Amaci

e Yeni olusan riskleri erken tespit etmek

o Kazalar1 ve olumsuz durumlar1 6nlemek

e Giivenli ve saglikli calisma ortami saglamak
e Risk degerlendirmesini giincel tutmak

2. Giinliik Faaliyetlerde Yeni Risklerin Ortaya Cikma
Nedenleri

e Ortam kosullarindaki degisiklikler

o Kullanilan ekipmanlarda ariza veya yenilik
e Calisanlarin yorgunlugu veya dikkatsizligi
o s yiikii artis1 ve zaman baskisi

e Yeni gorev ve sorumluluklar

3. Siirekli izleme Nasil Yapilir?

« Ise baslamadan 6nce kisa kontrol

e (Calisma sirasinda gézlem

e Calisanlardan geri bildirim alinmasi

o Ramak kala olaylarin kaydedilmesi

e Gerekli 6nlemlerin hemen uygulanmasi

4. Ornek Riskler

e Kaygan zemin — diisme riski

e Giriltiilii ortam — dikkat daginiklig

e Uzun siire bilgisayar kullanim1 — durus bozuklugu
e Daginik calisma alan1 — carpma ve takilma riski

5. Sonuc¢

Siirekli izleme sayesinde riskler biiylimeden kontrol altina
almir. Bu da hem c¢alisan giivenligini artirir hem de is
verimliligini olumlu etkiler.

Siirekli izleme kapsaminda; birim yoneticileri gézetiminde
harcama yetkilisine anlik olarak bildirilir. Harcama
yetkilisine bildiriminde “Yeni Tespit Edilen Riskler igin
Anlik Bildirim Formu” (Ek:2) kullanilir.
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Siirekli izleme-
Daha 6nce
belirlenmis fakat
cesitli nedenlerle
seviyesi veya
niteligi degisen
riskler

Daha oOnce tanimlanmis ancak zamanla seviyesi
(etki/olasilik) veya niteligi (karakteri) degisen riskleri
yonetmek i¢in su adimlar izlenir:

1. Seviye ve Nitelik Degisiminin Nedenleri

Risklerin neden ayn1 kalmadigin1 anlamak, dogru kontrolii
secmek icin sarttir:

o Icsel Faktorler: Sirket ici siireg degisiklikleri, yeni
teknoloji kullanimi, personel sirkiilasyonu veya
biit¢e kisitlamalari.

o Dassal Faktorler: Ekonomik dalgalanmalar, yasal
mevzuat degisiklikleri, rakiplerin hamleleri veya
kiiresel krizler (pandemi, savas vb.).

o Kontrol Zayifligi: Mevcut kontrollerin zamanla
asinmasi veya etkisiz hale gelmesi sonucunda riskin
"artik (residual)" seviyesinin yiikselmesi.

2. Siirekli Izlemede Uygulanan Stratejiler

Bu risklerin takibi i¢in kullanilan temel mekanizmalar
sunlardir:

o Kilit Risk Gostergeleri: Riskin degistigini
erkenden haber veren "erken uyari sistemleri"dir.
Ornegin, bir iiretim hattindaki hata oraninin %2'den
%S5'e ¢ikmast, riskin seviyesinin degistigini gdsteren
bir temel risk gostergeleridir.

o Dinamik Risk Matrisleri: Statik yillik planlar
yerine, veriler geldikce giincellenen 1s1 haritalar
(Heat Maps) kullanilir.

o Tetikleyici Olay Takibi: Belirli esikler asildiginda
(6rnegin doviz kurunun belirli bir seviyeyi gegmesi)
riskin niteliginin (finansal riskten operasyonel riske
doniismesi gibi) degerlendirilmesi tetiklenir.

3. Degisen Risklerin Simiflandirilmasi

Degisim Tiirii:

Seviye Degisimi: Riskin olasilig1 veya etkisinin
artmasi/azalmasi.

Ornek: Siber saldir1 sikligmin artmasi nedeniyle veri ihlali
riskinin "Orta’dan "Yiiksek’e ¢cikmasi.

Nitelik Degisimi: Riskin dogasinin veya etkiledigi alanin
baskalagmasi.

Ornek: Basta sadece "itibar riski" olarak gériilen bir
durumun, yeni yasalarla "hukuki cezai riske" doniigsmesi.




Siirekli izleme kapsaminda; birim yoneticileri gdzetiminde
harcama yetkilisine anlik olarak bildirilir. “Degisen Riskler
Icin Anlik Bildirim Formu” (Ek:3) kullanilr.
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Yillik izleme-
Raporlama

1. Risklerin Gozden Gegirilmesi

e Birimin risk envanterinde yer alan tim riskler
yeniden incelenir.

o Risklerin gecerliligi, giincelligi ve 6nem diizeyi
degerlendirilir.

e Yeni ortaya ¢ikan riskler tespit edilir; ortadan
kalkmus riskler listeden ¢ikarilir.

2. Risk Degerlendirmesinin Giincellenmesi
e Her risk i¢in;

» Olasihk

» Etkisi

» Risk puam
yeniden hesaplanir.

o Onceki y1l ile karsilastirma yapilarak risk
seviyelerindeki degisimler belirlenir.

3. Risk Kontrollerinin izlenmesi

o Risklere kars1 belirlenen kontrol faaliyetlerinin
durumu incelenir.
o Kontrollerin:

Uygulanip uygulanmadigi
Etkin olup olmadig:
Yetersiz kalan yonleri
degerlendirilir.

YV V

4. Alman Onlemlerin Degerlendirilmesi

e Yilicinde alinan dnlemlerin riskleri azaltma diizeyi
analiz edilir.

o Hedeflenen sonuglara ulasilip ulasilmadig: tespit
edilir.

o Gerekirse ek onlemler planlanir.

5. Sorumlularin Goriislerinin Alinmasi

e Risk sorumlularindan yazili veya sozlii geri
bildirim alinir.




e Uygulamada karsilagilan sorunlar ve 6neriler kayda
gecirilir.

6. Yilik Risk izleme Raporunun Hazirlanmasi
Raporda genellikle su bagliklar yer alir:

o Birimin genel risk durumu

e Yiiksek ve orta diizey riskler

e Yili¢inde gergeklesen dnemli risk olaylar
e Alinan 6nlemler ve sonuglari

o Bir sonraki yila yonelik 6neriler

7. Raporun Ust Yonetime Sunulmasi

 Hazirlanan rapor birim amiri tarafindan onaylanir.
o Ust yonetime veya ilgili kurula sunulur.
o Gerekli goriilmesi halinde diizeltmeler yapilir.

8. Sonuc¢larin Paylasilmasi ve Arsivlenmesi

e Onaylanan rapor ilgili birimlerle paylagilir.
e Rapor ve ekleri dosyalanarak arsivlenir.
e Bir sonraki yilin risk planlamasina girdi olusturur.

Risk kayit formu iizerinden izleme; Risklerin hala var olup
olmadigi, yeni risklerin ortaya ¢ikip c¢ikmadigi, risklerin
gerceklesme olasiliklarinda ve etkilerinde bir degisiklik
olup olmadig: yilda bir kez Aralik ayinda gozden gegirilir.
Bu kapsamda yeni risklerin olusup olusmadigi, kontrollerin
etkinligi ve risklerin puanlarmin degisip degismedigi
kontrol edilir. Elde edilen ¢iktilar Risk Kayit Formunun
(Ek:1) risklerin 1izlenmesi kismina kaydedilir. Birim
Konsolide Risk Raporu diizenlenmesi; Yillik izleme
sonuglarin1  igeren Birim Konsolide Risk Raporu
hazirlanir(Ek:4). Takip eden yilin Ocak ay1 sonuna kadar
Strateji Gelistirme Daire Baskanligina gonderilir.

1) Amag¢ ve Kapsam

e Amag: Birimde hedeflere ulagsmay1
engelleyebilecek riskleri azaltmak/6nlemek.

o Kapsam: Birimin tiim faaliyetleri (idari, mali,
operasyonel, bilgi giivenligi vb.).

2) Risklerin Belirlenmesi

e Siire¢ bazl diisiin (6r. satin alma, raporlama, hizmet
sunumu).

o Ig ve dis riskleri ayir (insan kaynagi, mevzuat,
teknoloji, tedarik¢i vb.).
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Birim Risk Kontrol
Eylem Planin
Hazirlanmasi

e Net ve Olgiilebilir ifadeler kullan.

Ornek risk ifadesi:
“Personel yetersizligi nedeniyle hizmetlerin gecikmesi.”

3) Risk Analizi ve Degerlendirme
Her risk igin:

e Olasilik (1-5)

o Etkisi (1-5)

e Risk Skoru = Olasilik x Etki

Kurumun belirledigi esiklere gore riskleri diisiik / orta /
yiiksek olarak siniflandir.

4) Mevcut Kontrollerin Tespiti
o Halihazirda uygulanan 6nlemleri yaz (prosediir,
talimat, yazilim, yetkilendirme).
e Yetersiz kalan noktalar1 belirt.
5) Risk Kontrol Eylemlerinin Belirlenmesi
Her risk i¢in uygun stratejiyi sec:
o Kacinma: Faaliyeti degistirme/sonlandirma
e Arzaltma: Ek kontrol ve 6nlem alma
o Paylagsma: Sigorta, dis kaynak
o Kabul: Risk seviyesini kabul etme

6) Eylem Plam1 (Kim—Ne-Ne Zaman)

Eylemler SMART olmali (Spesifik, Olgiilebilir,
Ulasilabilir, Gerg¢ekei, Zamanli).

7) izleme ve Raporlama
o Eylemlerin ger¢eklesme durumu periyodik izlenir
(aylik/tig¢ aylik).
o Risk skorlar1 giincellenir.
e QGerekirse plan revize edilir.

8) Onay ve Yiiriirliik

o Birim yoneticisi onay1 alinir.
e Kurumun i¢ kontrol/risk yonetimi birimine iletilir.




Risk yonetim siirecinde riskin azaltilmasi yoniinde karar
alinarak ilave risk yonetim faaliyeti belirlenen riskler i¢in
“Birim Risk Kontrol Eylem Plan1” (Ek:5) hazirlanir.
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Birim Risk Kontrol
Eylem Planin
uygulanmasi

Birim risk kontrol eylem plan1 harcama yetkilisi tarafindan
onaylanarak yiirirliige girer ve Ongoriilen eylemler
sorumlularinca siiresi i¢erisinde yerine getirilir.

1. Eylem Planimin Netlestirilmesi
e Her risk i¢in:

Risk tanim
Kontrol/eylem
Sorumlu Kisi
Baslangic—bitis tarihi
Kaynak ihtiyaci

acik sekilde belirlenir.

YV VYY

2. Gorev ve Sorumluluklarin Paylastirilmasi

e Eylemler, ilgili personele resmi olarak bildirilir.
e Sorumlularin yetki ve kaynaklar yeterli olmalidir.

3. Uygulamanin Baslatilmasi

Planlanan kontrol faaliyetleri uygulanir:

Prosediir giincelleme

Egitim verilmesi

Teknik/idari 6nlem alinmasi
Kontrol listeleri olusturulmasi vb.

YV VY

4. izleme ve Kontrol

e Eylemler:

» Zamaninda m1?

» Planlandig: gibi mi?
» Riski azaltiyor mu?

Diizenli olarak izlenir.
e Gecikme veya aksakliklar kayit altina alinir.
5. Raporlama

o Uygulama sonuglart:

» Birim y0neticisine




> I¢ kontrol / risk yonetimi birimine
periyodik olarak raporlanir.

e “Tamamlandi — devam ediyor — tamamlanamadi”
seklinde durum belirtilir.

6. Degerlendirme ve Giincelleme

e Risk seviyesi tekrar ol¢iiliir.
e Risk devam ediyorsa:

» Yeni eylem eklenir veya
» Mevcut kontrol gii¢lendirilir.

o Plan giincellenerek dongii devam eder.

7. Dokiimantasyon
e Tiim siirecler yazili ve izlenebilir olmalidir:
» Eylem planmi

» Kanit dokiimanlari
> lIzleme raporlari
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Birim risk kontrol
eylem planinda yer
alan risklerden
kategorisi “stratejik
risk” olanlar ile
ilgili ne yapilacak?

1. Ust Yonetimle iliskilendirme

o Stratejik riskler birim seviyesinde tek basina
yonetilmez.

o Buriskler kurumun stratejik amag ve
hedefleriyle dogrudan iliskili oldugu i¢in iist
yonetime raporlanir.

e Gerekirse kurumsal risk envanterine aktarilir.

2. Stratejik Belgelerle Uyum

e Riskler;

» Stratejik Plan

» Performans Programi
» Faaliyet Raporu

ile iliskilendirilir.

e Mevcut stratejik hedefleri tehdit edip etmedigi
degerlendirilir.

3. Risk Yanitinin Belirlenmesi

Stratejik risk i¢in uygun risk yaniti segilir:




o Riskin azaltilmasi: Politika, siire¢, mevzuat,
organizasyon yapisi gibi iist diizey dnlemler

o Riskin paylasilmasi: Diger birimler, {ist yonetim,
paydaglar

e Riskin kabul edilmesi: Yonetim karartyla

o Riskten kacinma: Stratejik hedef veya yaklasimin
revize edilmesi

4. Birim Diizeyinde Yapilacaklar
Birim:

e Riskin etkisini ve olasihigini net sekilde tanimlar

e Mevcut kontrolleri agiklar

« Onerilen eylemleri (birimin yetkisi dahilinde
olanlar) yazar

e Yetki asan hususlar acikca belirtir

5. izleme ve Raporlama

o Stratejik riskler i¢in belirlenen eylemler periyodik
olarak izlenir

o Geligsmeler iist yonetime ve risk koordinasyon
birimine raporlanir

Birim risk kontrol eylem planinda yer alan risklerden
kategorisi “stratejik risk” olanlar “Idare Risk Kontrol Eylem
Planina Dahil Edilmesi Talep Edilen Stratejik Riskler
Bildirim Formu” (Ek:6) ile Strateji Gelistirme Daire
Bagkanligina bildirilir.
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Birim Risk Kontrol
Eylem Planinin
[zlenmesi nasil
yapilacak?

1. izleme Sorumlulariin Belirlenmesi

e Her risk ve eylem i¢in sorumlu Kisi/birim net
olarak tanimlanir.

e Birim yoneticisi genel izleme ve koordinasyondan
sorumludur.

2. izleme Periyodunun Tanimlanmasi
o Eylemlerin niteligine gore izleme siklig1 belirlenir:
Aylik

Ug aylik
Alt1 aylik

YV V

e Yiiksek riskler daha sik izlenir.

3. Performans ve Tamamlanma Gostergeleri




Her eylem i¢in olciitler belirlenir:

e Tamamland1/ Devam Ediyor / Baslamadi
e Gergeklesme orani (%)

o Hedeflenen siireye uyum

o Risk seviyesinde azalma olup olmadigi

4. Kamit ve Dokiimantasyon
Eylemin gerceklestigini gosteren belgeler toplanir:
e Prosediir, talimat, rapor
o Egitim katilim listeleri
o Sistem kayitlar
o Kontrol formlar1
5. izleme ve Degerlendirme Raporlamasi
« Belirli periyotlarda Birim Risk izleme Raporu

hazirlanir.
Raporda su bilgiler yer alir:

Risk tanimi

Planlanan eylem

Gergeklesme durumu

Sapmalar ve nedenleri
Diizeltici/onleyici ek aksiyonlar
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6. Sapmalar ve Diizeltici Faaliyetler
o Eylem gecikmis veya etkisizse:
» Neden analizi yapilir
» Eylem revize edilir
» Yeni siire ve sorumlu atanir

7. Ust Yonetime Bildirim
o Onemli riskler ve gecikmeler:
> Ust yonetim
» ¢ kontrol / risk yonetimi birimi

ile paylasilir.

8. Siirekli Iyilestirme

o Risk seviyesi diismiisse eylem kapatilir.

e Yeni riskler ortaya ¢ikarsa yeni eylem plani
olusturulur.




o lIzleme sonuglar bir sonraki risk degerlendirmesine
girdi olur.

Harcama yetkilisi; onaylayarak yiiriirliige koydugu Birim
Risk Kontrol Eylem Planinda 6ngdriilen eylemlerin siiresi
icerisinde tamamlanma durumlarint Haziran ve Aralik
aylarinda olmak iizere yilda iki kez izler. izleme sonuglari
Birim Risk Kontrol Eylem Plani iizerinde gosterilir. Izleme
sonuglarin yer aldig1 Birim Risk Eylem Plan1i SGDB'ye
Ocak aymin sonuna kadar gonderilir.




